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The current threat environment requires all organizations to reduce risk and thereby protect its revenue, reputation, and operational 
and business resilience from cyber incidents, natural disasters, or other events which threaten to disrupt operations and could likely 
result in financial loss or cause reputational damage to the organization. GSIS collaboratively works with our clients to develop a 
Physical Security Plan, to prepare and protect the organization from threats. The customized process supports an organization with 
the ability to minimize the interruption of business operations. 
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PHYSICAL SECURITY PLAN  
GSIS can enable an organization to improve physical security operations by providing a 
practical and effective operations assessment designed to mitigate risk associated with 
physical security operations.  The GSIS assessment process will study existing physical security 
policies, procedures, staff training regimens, threat detection methodologies, access control, 
identity management, crisis response planning, technology systems, intelligence programs, 
and other security mechanisms and capabilities and work with the client to reach maximum 
effectiveness of their physical security program.  
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