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Social engineering is a type of attack that frequently involves technology and/or psychological manipulation of people to perform 
actions that are damaging to the organization or result in the divulgence of confidential information. GSIS offers services to help 
protect your organization from modern day threat actors, whether they attack using vulnerabilities in a network through 
social engineering of employees, including high-ranking executives.  
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To learn more,  
contact us today: 

GSIS 
1401 H St NW 
Suite 875 
Washington, DC 20005 
202.888.2360 
www.gsis.us 

 

SOCIAL ENGINEERING DEFENSES AND STRATEGY 
GSIS can enable an organization to have defenses against social engineering. We advise clients 
on best practices on personal safety; credit card fraud; financial account, mobile device, email, 
and social media security. 
 
REMOTE ENVIRONMENT DIAGNOSTIC SERVICES (REDS) 
TECHNICAL SERVICES  
GSIS provides technical assessment capabilities: such as internal and external network 
vulnerability scanning, web application vulnerability scanning, external and internal pen 
testing, phishing training and testing, and web application firewall, cloud configuration, and 
code reviews.  
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